
Undertaking by Organization for CSR submission / HSM Download 
(To be printed on organization letter head / Office seal. To be signed by Authorized Signatory / Government 

Department in-charge. To be used, if the CSR is submitted separately for Class 2/3 Signature/Encryption 

Certificate, or Class 3 Document Signer Certificate.) 

 

To: 

eMudhra Limited 

Bangalore 

 

Subject: Declaration and Authorization for Certifying the Key Pair generated through our HSM 

 

We hereby enclose the “Certificate Signing Request” (CSR) against the enclosed application by 

Applicant (Name) ___________________________________________________________________ 

towards eMudhra Class 2/3 Signature/Encryption/Document Signer / SSL / Device Certificate with 

___________ validity. We declare and assure that the CSR is originated by the key-pair generated in 

our Hardware Security Module (HSM), and we authorize eMudhra to certify those CSR, and issue the 

certificate (.cer). 

 

HSM - Hardware Security Module is a FIPS Level 2 (or above) certified device in the form of USB Crypto 

Token or PCI based Hardware or a Network Based Hardware. 

 

Having the certificate issued through eMudhra, we shall import the ‘CA Reply’ to our HSM and use the 

certificate for our purposes. We understand that the signed certificate is confidential. We shall ensure 

all responsibilities towards securing the certificate at our end, and implement all measures to avoid 

unauthorized access/usage of the certificate, after importing it to our HSM. 

 

For the Organization, 

 

 

 

(Seal & Signature) 

Name: __________________________________ 

Designation: _____________________________ 

 


